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Pre-Workshop Survey

• What are your expectations of this workshop? What do you 

hope to gain by participating in it?

• Describe with one or two words on government data and 

data governance -- what you would most like to learn during 

the workshop?

• What kinds of knowledge/experience have you had in the 

area of government data and data governance? 



Source: https://text2data.com/Demo



Source: https://text2data.com/Demo
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Why data governance? 

E-Gov 
Product/App

E-Gov Platforms 
(e.g, payment gateways; 

form engine)

E-Gov
Ecosystems

(e.g., one-stop)
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A B C D E
Artificial Intelligence | Automation

Blockchain  
Cloud | Connectivity 

Drones | Data
Ethics  
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• Nexus of  digital government, digital economy, digital society and the SDGs

• Need to shift from a technocratic approach to a policy-oriented agenda

• Need for a national data policy/strategy and data governance framework in 
complement to e-government strategy

• Role of AI-enabled, robotics and other frontier technologies in driving 
anticipatory, predictive and responsive services

The future of digital government 
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• Shifting trends from digital-by-default, digital-by-design, digital-first, 
multichannel to agile-by-design, blended/omnichannel, data-once only, 
cloud-by-default, inclusion by design, etc. 

• Changing institutional dimension of e-government, from siloed ICT agency to 
whole-of-government, whole-of-society, and integrated strategies covering 
multiple sectors, multilevel (across local jurisdictions) and multistakeholder 
and multidisciplinary (with private sector, academia and third sector 
partners), and intergenerational dimensions

• Role of e-government in responding to crisis and emergencies such as 
pandemics and conflict, supporting a responsive and resilient government

• Increased risks and vulnerabilities of ubiquitous digital government, 
including cybersecurity, misinformation and disinformation

The future of digital government 
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Digital data is “a reinterpretable representation of 

information in a formalized manner, suitable for 

communication, interpretation or processing”, which is 

authored by people or generated by machines/sensors, 

often as a by-product (UN DESA, 2018) 

Data grows rapidly, will increase more than fivefold 

from 33 zettabytes in 2018 to 175 zettabytes in 2025 

and over 2,000 zettabytes in 2035

(Note: One zetta is a “1” followed by 21 zeroes)

Close to 50 per cent will be stored in the public cloud 

(2020 UN E-Government Survey)

Data Trends



Percentage of countries in each region offering online transactional services, EGDI | OSI 2022



Numbers of countries offering selected services that can be completed partially or fully online, EGDI | OSI 2022
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1. Data is not only an input; but also output of e-government

2. Data is used in both front- and back-office of e-government

3. Some data are used; many are not, including those generated through e-services

4. Data is not used optimally; some are misused

5. While there is a lack of data, there is also data and information overload 

6. Government’s “quad roles”: producer, consumer, regulator and enabler of data

“With their ... volume, variety, velocity and value, data are sometimes referred to as “oil” or “gold”, 

reflecting the perception that data represent the fuel or currency for government” 

(2020 UN E-Government Survey; chapter 6).

Paradoxes around government data
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• Optimizing the use of data will increase the productivity, accountability and inclusivity of 
public institutions, in line with the principles embodied in Goal 16 of the 2030 Agenda. 

• A data-centric government will also help build trustworthiness and public trust.

• Many benefits around government data have yet to be realized, especially in countries in 
special situations. The greatest obstacles to progress include a general lack of understanding 
of data and data science, low political priority and the absence of data leadership, resource 
constraints, and concerns about data quality, security and privacy.

• Harvesting public value from data requires a long-term vision and approach that involves 
mastering the economics and politics of data governance and management and effectively 
navigating the evolving data security and privacy landscape. As data governance 
encompasses much more than technical functions, Governments must employ a holistic, 
whole-of-government approach in developing an overarching data governance framework 
supported by a national data strategy, strong data leadership and a data ecosystem.
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Data Governance 
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Definition of Data Governance

Data governance concerns the rules, processes and behaviours related to 
the collection, management, analysis, use, sharing and disposal of data –
personal and/or non-personal.

Effective data governance should both promote full benefits and minimize 
(potential) harms at each stage of relevant data cycles.

Source: Adpated, data Governance and the Data Sphere, Tim Davies



DIKW Pyramid
Data → Information → Knowledge →Wisdom

Data (in Digital Government)
Sources → Aggregation→ Exploration → Analytics→ Policymaking
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Data privacy and ethics
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Effectiveness 

Accountability

Inclusiveness

Principles of effective data governance for sustainable development
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Four Pillars of Data Governance Framework

Existing policy 
and regulatory 

framework

Responsible 
departments, 
directorates, 

teams

Designated 
person for data 
processing and 
management

well-defined work 
processes in data 
processing and 
management

Policy Institution People Processes
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Six Key Elements of Data Governance Framework

ensure 
consistency & 
compatibility of 

data-centric 
processes

effective 
collaboration 
mechanism 

for data 
sharing & 

interoperability

efficient 
strategy to 
keep data 

secure from 
attacks

efficient 
strategy to 

maintain data 
privacy

systematically 
design & 

manage data 
infrastructure 
for storing, 
processing, 
accessing

using linked 
digital identity 

securely 
shared data 
within and 
between 
agencies

Link with 

Digital 

Identity

Data 

Standards & 

Classification

Data 

Sharing & 

interopera

bility

Data 

Security
Data 

Privacy

Data 

Infrastru

cture
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Policies & Regulations Institutions & Processes People 
(roles and responsibilities)

Accountability Effectiveness InclusivenessPRINCIPLES

PILLARS

ELEMENTS

Adopting National Data Governance Framework 
National data governance framework is the organization and implementation of policies & regulations, 
institutions and processes, and people (roles and responsibilities) which outline and enforce rules of 
engagement, decision rights, and accountabilities for the effective management and governance of data assets. 

1. Data standards 
and classification

2. Data sharing, 
exchange and 

interoperability

3. Data  security  
(and protection)

4. Data privacy 
(and ethics)

5. Data 
Infrastructure

6. Digital 
Identity

7. Data 
Literacy 
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Image Source: Europa.eu

https://ec.europa.eu/isa2/news/new-european-interoperability-framework-coming-soon_en
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Single source of truth

For example, when citizens and residents 
interacted with the government, it is typical their 
address was collected multiple times because 
every agency would do it separately. It was not 
uncommon, and very annoying for users, to have 
as multiple instances of their address stored 
across various government databases.

Source: Singapore, 
https://cmp.smu.edu.sg/ami/article/20230316/creating-
capacity-digital-government

The concept of a ‘single source of truth’ illustrates the importance of good data architecture and coherent 

data policy. Clarifying responsibility within the government for which agency owns which particular type of 

data such as an address, birth date, or national identification document (ID) number is a foundational pre-

requisite for realising a single source of truth. 
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“Data-once only” Principle 

• The “data-once only” or “once-only principle” ensures that individual users  and businesses provide 
data to public administration only once, while public bodies exchange this data when requested and 
in compliance with the relevant regulations.
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Institutions: Data Leadership and Data Stewards

Data stewards: individuals or teams within data-holding organizations who are empowered to 
proactively initiate, facilitate and coordinate data collaboratives toward the public interest. 
(e.g. Data Buerau, Data Officers)

Source:  “Wanted: Data Stewards: (Re-)defining the roles and responsibilities of Data Stewards for an age of data 
collaboration”

Data  leadership  is  essential  for  the  implementation  of  the  national  data  strategy  and  the  data 
governance  framework.  Often  required  within  this  context  is  an  institutional  review  that  could 
transform the way agencies in all sectors and at all levels effectively deploy government data as a 
strategic asset. (e.g. Chief Data Officer)

Source: UN E-government Survey, chapter 6
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Data literacy
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• Each focus group will focus on the topics (given below) against the four 
pillars of (1) Policy, (2) Institution, (3) People and (4) Process. 

• After their group discussion and brainstorming, each group will present a 
short summary/presentation

• The summary/presentation will cover the following guided by the four 
pillars

a) Present status

b) Challenges 

c) Recommendations



Group 1 focus (against the four pillars)
▪ Data standards and classification

▪ Data sharing, exchange and interoperability, including through open government data

▪ Linking to digital identity and digital government

Group 2 focus (against the four pillars)
▪ Data security (and data protection)

▪ Data privacy (and ethics)

▪ Linking to digital identity and digital government

Guiding questions
1. Are there any current policies and strategies? What are the gaps? 

2. Is there a responsible unit/institution?

3. Is there a well-defined work process?

4. What are the challenges? 

5. What work process recommendations and short/mid/long term plan?
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Workshop evaluation
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Workshop webpage 
- presentations
- photos 
- report, etc.

Workshop website: 
https://publicadministration.un.org/en/news-and-
events/calendar/ModuleID/1146/ItemID/3174/mctl/EventDetails

https://publicadministration.un.org/en/news-and-events/calendar/ModuleID/1146/ItemID/3174/mctl/EventDetails
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