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Data grows rapidly, and will reach 2,142 zettabytes in
2035 (Note: One zetta is a “1” followed by 21 zeroes)
Close to 50 per cent will be stored in the public cloud 
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Nexus of digital government, digital economy, digital society and sustainable
development
Role of data and digital government in responding to crisis and emergencies such as
pandemics and conflict, supporting a responsive and resilient government
Central role of data, AI and other emerging technologies in driving anticipatory,
predictive and responsive services
Need for a national data governance framework in supporting to digital government
strategy

Changing institutional dimension of government, from silos to whole-of-government,
whole-of-society, and integrated strategies covering multiple sectors, multilevel
(across local jurisdictions) and multistakeholder (with private sector, academia and civil
society)

Data
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Data on SDGs, Data for SDGs 

Data on SDGs: Data can help ensure that
plans to achieve the SDGs are evidence-
based, and that their outcomes are
measurable. Data can help assess the
SDGs in three main ways namely: 

a facilitator of standards, 
a tool for accountability and an
evidence base for impact
assessment.
Impact assessment: Data can reveal
inequalities and disparities in
income, wealth and access to
government services and provide a
basis for assessing progress over
time. 
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Data on SDGs, Data for SDGs 

Data for SDGs: data can help achieve the
SDGs by providing critical information on
available resources, government
operations, public services, and
population demographics. These
insights can inform national priorities
and help determine the most effective
path for action on national issues. 

Source: SDG6 Country Acceleration Case Study_2024 

Cambodia Wellmap 

Cambodia: Less than 20% with access
to drinkable water.

Developed a well-map to allow
citizens know which wells are
drinkable. 
Opened to private sectors to mobilize
private investment
13-point increase in drinkable water.
safely managed sanitation 5% -> 36%
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United Nations 
Peace and
Development
Fund (UN PDF)

Project: 
Developing institutional capacities for digital data
governance and cooperation to advance progress toward the
Sustainable Development Goals

Objective: 
Enhancing the institutional and individual capacities of
government officials and stakeholders in target countries, for
digital data management, data governance and data
cooperation to achieve mutual benefit, win-win outcomes and
common development.
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Project countries
Asia Pacific
 
Bangladesh
Bhutan
Cambodia
Lao PDR
Samoa
Vanuatu
Mongolia 

Africa

Ethiopia
Rwanda
Sierra Leone
Tanzania
*Gambia
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Official
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Open data 

Data type Description

Public data Includes all data that are available in the public domain, including those created
by governments, academia, civil society and the private sector.

Government data
A subset of public data “recorded and documented in any manner and on any
medium and obtained or created upon performance of public duties provided by
law or legislation issued on the basis thereof.

Census and
survey data

Data collected through observation of a given population or universe, including
demographic data and other survey data on items such as housing, land use,
agriculture and business

Administrative
data

Data collected by government agencies on their operations such as data on public
service transactions in sectors such as health, justice and education;
administrative registers of persons and legal entities and the records of
ministries, departments and specialized agencies, including tax returns, social
services records and customs data.

Open Data Information that is open in terms of access, redistribution, reuse, absence of
technological restriction, attribution, integrity, no discrimination.

Open
Government
Data 

Data open to and available in the public domain in various (including machine-
readable) formats and normally licensed for all to access, use, modify and share.
Essentially, all OGD are government data, but not all government data are OGD,
see figure 1.

Big data

Describe the exponential growth and availability of data, both structured and
unstructured and is defined by 3 V’s: Volume, Velocity and Variety. Big data
analytics can be used for deeper and more complex tasks such as social media
sentiment analysis. 

Data Science
The study of the generalized extraction of knowledge from data by employing
machine learning, predictive and prescriptive methodologies, thereby creating
direct value on an experimental and ad-hoc basis.

Geospatial data Data and information that have an implicit or explicit association with a
geographical location

Real-time data

Constant streams of live data delivered immediately after collection. Such data
show the actions of Governments and/or people almost instantaneously and are
usually deployed with the expectation of a rapid response such as the monitoring
and analysis of Twitter feeds to understand the movements (or migration) of
particular populations within a country in order to anticipate and plan for e-
service needs at the subnational level.
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Types of 
Government Data 

Gov
Data

Natural
language data 

Source: UN E-Government Survey 2020 Chapter 6
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Source: Adapted from UN E-Government Survey 2020 Chapter
6



Data governance framework
defines the policies (rules),
institutions, processes, roles
and responsibilities (people),
related to the management of
data, including data collection,
analysis, use, sharing and
disposal of data, in order to
manage data as a critical
asset.

Data 
Governance

Data
Governance

Data
Management

Source: Adapted from DAMA-DMBOK2 Data
Management Framework

What is the difference between data management
and data governance? 



Data

Accessible

Quality 
Consistent

Secured
Respect privacy

Integrated
Interoperable

Applicable (Analytics)
AI/ML

Data Value

Policies | Institutions 
Processes |  Roles and Responsibilities

Digital Economy Digital
Government

Digital Society

Digital Transformation

Data Management



Wisdom 
(applied knowledge)

Knowledge 
(organised information)

Information 
(linked elements)

Data
(abstracted elements)

DIKW Pyramid
�Data � Information � Knowledge � Wisdom



Policymaking
Decision Making

(data-centric)

Data Analytics 
(machine learning;

algorithms and modelling)

Data Exploration 
(open data portals; data visualization; 

hackathons)

Data Aggregation
(preprocessing; datawarehouse; data lakes; data sharing; 

linked data; interoperability; data exchange)

Data Sources
(small and big data; conventional and new data; 

informational, transactional, operational)

Data in Digital Government and Digital Transformation

(Source: 2020 UN E-Government Survey; chapter 6)



(Source: Singapore’s Smart Nation & Digital Government Office)
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Accountability Effectiveness InclusivenessSDG 16 
PRINCIPLES

(3) 

UN DESA’ s National Data Governance Framework 

ELEMENTS
(6)

1. Data standards
and classification

2. Data sharing,
exchange and

interoperability
3. Data  security  
(and protection)

4. Data privacy
(and ethics)

5. Data
Infrastructure 6. Digital Identity

Policies Institutions People PILLARS
(4)

Processes
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P1 Policies

Policies on “single-source-of-truth”, “data-
once only” or “once-only principle” ensure
that individual users  and businesses
provide data to public administration only
once, while public bodies exchange this
data with a single authoritative source
when requested and in compliance with
the relevant regulations.

 Evidence-Based Policymaking Act of 2018, United States of
America 
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P2 Institutions

Examples: 

1. National Data Advisory Council (Australia)
2. National Data Governance Committee (Ethiopia)
3. National Data Bureau (China) 
4. Smart Nation and Digital Government Office; Government Data Architecture (Singapore)

Institutions or intstitutional arrangement to support data governance are essential  for  the
implementation  of  the  national  data  strategy  and  the  data  governance  framework.  Often
required  within  this  context  is  an  institutional  review  that  could  transform the way agencies in
all sectors and at all levels effectively cooperate and deploy government data as a strategic asset. 
Source: UN E-government Survey, chapter 6
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P3 People

Examples: 

1. Chief Data Officers: individuals with leadership role in data governance and data strategies

2. Data stewards: individuals or teams within data-holding organizations who are empowered to
proactively initiate, facilitate and coordinate data collaboratives toward the public interest. 

3. Others: Data Bureau, Data Leads, Data Officers, Data Focal Points

Roles and responsibilities in national/sectoral data governance, and data
leadership/stewardship 
Source: UN E-government Survey, chapter 6



Data roles and data literacy
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Data is not only an input; but also output of e-government1.
Data is used in both front- and back-office of e-
government

2.

Some data are used; many are not, including those
generated through e-services (administrative)

3.

Some data are not used optimally; some data are also
misused

4.

While there is a lack of data, there is also data and
information overload 

5.

Government’s quadrupole role: producer, consumer,
regulator, and platform provider (enabler)

6.

P4 Processes 

(Source: 2020 UN E-Government Survey; chapter 6)



P4 Processes

From data silos to data platforms, to data ecosystems

Data silos Data/Digital
Platforms
e.g CamDX

Data/Digital 
Ecosystems



Data Standards
and Classification

Link with Digital
Identity

Data Sharing,
Exchange &

Interoperability
Data Security National Data

InfrastructureData Privacy

Policy Institutions People Processes

Six Elements

Four Pillars

Three Principles

Effectiveness InclusivenessAccountability
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Key Messages on Digital Identity

Digital IDs unlock great opportunities (e-services, banking commerce, remote services, collaboration,
etc.), but they [by and large] rely on effective data governance and robust systems
Hence, there is a need to improve, digitize and coordinate with existing civil and vital registration
systems, through a whole-of-government approach 
Emerging technologies: blockchain and other DLTs, AI can improve data processing, verification, and
authentication processes; biometric data is increasingly being used for identity verification, but it is
not risk-free. Risk of data misuse or breach; incidents have a greater impact (some data not
replaceable)
Data governance in privacy and protection is considered a priority in the implementation and
management of digital ID. 
Leapfrogging physical ID systems may run the risk of excluding communities or populations; at the
same time, implementing digital ID may lead to a more rapid deployment of e-government services
There is a strong need for legislation, institutional support and implementation guidelines
Partnerships between public and private sectors, as well as with international actors and academia to build more
effective and efficient digital ID solutions
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