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How Data generated from government services

6.2. g2zwucd (AL fin
d9a0u

Number of patient dmfotodmdingombdndiolgia SominquANGH (%) coanimcgou (%) AwsudieenddeufiDiza
Number of vaccine jabs oo 105 80.3 A
46.8 12% 19.7% 3
115.6% T2g8
(::ﬁf;lM7ﬂﬁmQﬂﬂﬂ=mU 18olupiBa  Eonsiingu ANC4 (%) ‘moudindiorewnin  wou NUMC
71.3 794 91,457
Health Records '71-4 i t22% ¥oreg
1.2%

Vaccine Type
Hospital details

Hueifoguengesuivnl uaz in, D 2019-2021

o - a ~ - P - ey - \
Saolngu ANC1 (%) Bomingu ANC4 (%) snmcfingniown ;nﬂns‘it'lll'i:l:wnrl_mrnu :mﬂr_\__n‘imlh:ﬂ:j'v."mmu
00 (%) efinindig3n 1,000 fu T 1 Zolupién (%)

e B o020 I oooy

srwrwnmviulginoluzegino:Sui C"‘:
Number of Subscriber : N
Number of Service center

s 8 w33 T
o e T

ISDN Number
Call Detail Records
Data Usage Record

Naee, > % X%
%809 1
iz noy e

01360 011kn
D0zbe 0O3en  00%5n 008tm  0pSen
o T e O e

UN DESA | Division for Public Insitutions and Digital Government




Why Data Governance?

USAGE

The data is used by the
business to make decisions,
improve processes, and create
new products and services.

STORAGE

The data may be stored
on premises or in the
cloud, and it should be
backed up regularly.

A

Y

v
DISPOSAL

This may involve deleting
the data, or archiving it if it
needs to be kept for legal
or regulatory reasons.

v
PROCESSING

This may involve cleaning
and transforming the data,
and running analysis on it.

v

ACQUISITION

The data may be collected
manually or automatically,
and may come from internal
or external sources.

Image from datadisposalservices.com
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Stakeholder involvement in the survey

Stakeholder Respondent Years of Experience
Sectoral Civil SDCTT—;‘EDE
14.0% Cnre—regulainw 1 3-5 Years

11.6% '

Private Sector

2. 6-10 Years
11.6% &
=
Z
2

0 3. 1115 Years

4. More than 15

Years

0.00% 10.00% 20.00% 30.00%
Cross-sectoral
58.1% Distribution
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Respondent profile

Level Of Respondent

Cx0O

Director

Level

Division

Officer

0.00% 10.00% 20.00% 30.00% 40.00%

Distribution
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B Officer [ Division

B Director [l CxO
15

10

Computer Science Economics

ICT  Information Systems Others

Education Area

Software Engineer




Part lll;: Status of the Overall Data Governance Practice

No Factual Statement Yes Part No Unkn
ially own

There exists policy for legiimizing data governance through strategies,
policies, directives and other regulatory documents.

For *Yes’ or *Partially’ state the policy document

Institutional units (e.g., departments, directorates, teams, etc.) are
2 establishment to lead, coordinate, enforce, standardize and manage
elements of data governance.

For *Yes' or ‘Partially’ state the institutional umt

Designated people (e.g., data or information officer or equivalent) have
3 been engaged with proper knowledge and skill to manage and lead
elements of data governance.

For *Yes’ or *Partially” state the designated people

A structured work process is defined to operationalize tasks of data

4
governance elements.

For “Yes’ or “Partially” state the work process
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Folicy
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25.00%
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100.00%

T5.00%

50.00%

25.00%

B Es

40.00%

Unknow Partial

16.00%

23.00%

B Mo

40.00%

Siake Holders

0.00%
Civil Societies  Core-regulatory  Cross-sectoral  Private Sector Sectoral
Sizke Holders
Feople
| B Unknow Partial [l Mo
100.00%
50.00% 12.00% 20,00% 16.67%
32.00%
75.00% 80.00% £0.00% e
£0.00% 3200%
50.00%
25.00%
0.00%
Civil Societies  Coreregulatory  Cross-sectoral  Private Sector Sectoral
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0.00%
Civil Societies  Core-regulatory  Cross-sectoral  Private Sector Sectoral
Stake Holders
Process
B e Unknow Partial [l Mo
100.00%
40.00% 12.00% 20,00% 16.67%
23.00% S
T5.00% 60.00% :
60.00% 32.00%
50.00%
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0.00%
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Policy (Exist vs. Not Exist)
B No

Civil Societies
Core-regulatory

Cross-sectoral

Stake Holders

Private Sector

B Yes

100.00%

100.00%

Institutional units (Exist vs. Not Exist)
B No B Yes

Civil Societies 50.00%

Core-regulatory

Cross-sectoral 56.00%

Stake Holders

Private Sector

Sectoral 50.00%

Civil Societies

Core-regulatory

Cross-sectoral

Stake Holders

Private Sector

Sectoral 33.33%

0% 25%

50.00%

100.00%

56.00%

50% 75% 100%

Civil Societies

Core-regulatory

Cross-sectoral 56.00%

Stake Holders

Private Sector

Sectoral 50.00%

0% 25% 50%

75%

Sectoral 66.67%
0% 25% 50% 75% 100% 0% 25% 50% 75% 100%
People (Exist vs. Not Exist) Process (Exist vs. Not Exist)
B No B Yes B No B Yes

100.00%

100.00%

100%
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Policy (Exist vs. Not Exist)
B Mo

CxD

Drirescbor

Leraz|

Drvision

Cifficr

| BEH

0% 5% 100%

Institutional units (Exist vs. Not Exist)
H No

| B

CxD

Director

Lzl

Dwision

Cifficer

50% 5% 100%

FPeople (Exist vs. Not Exist)
B Mo

CxD

Drireschor

L]

Driwision

Cifficar

|

50% 5% 100%

Process (Exist vs. Not Exist)
B HNo |l Yes
CoD

Director

Lervezl

Driwision

Cifficer

e 25% 50% 5% 100%
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4 Pillars by stakeholders 4 Pillars by level

Paolicy

Policy == Civil Societies == CxO
0 .00% )
100.00% == Core-regulatory 100.00 == Director
Cross-sectoral Division
== Private Sector == Officer
== Sectoral
Process 0.00% Institution Process Institution
Key Strengths: People People

- Core-regulatory and private sector cluster aware of the policy and instructional readiness which claim to have suitable people and process in place to handle
data governance.

- High level management will embrace data governance; while the division level seem to be more keen

Key Weaknesses:

- Civil Societies and sectoral score low can be due to the volume generated; but the cross-sectoral score the lowest is a concern

- Direct level is a concern as they are responsible for setting up institutional support but not score low in the area

There is a gap between Core-regulatory and its other counter-part; the whole-of-government approach should be considered in setting up task-forces or
committee to apply data governance in each level. On the human resources, we also see a huge gap in the top management and its pears. Therefore, trainings and
setting up institutional support is important key factor in the success of the project.
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6 Elements - High level findings

Element Data Standardization and |Data Sharing and Data Security Data Privacy and Ethics |Data Infrastructure Linking Data with Digital
Fillars Classification Interoperability Identity
(including open data)

Institution
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Data Standards and Classification:
Regulation documents were available in all Pilar except Processes; however
the there seems to be a lack of awareness from the interview result. This
means those document where not made available enough.
ta sharing, Interoperability and open Government data:
This is the strongest element in terms of participation awareness, which also
reflect in the availability of regulations. Given that there is a lack of
regulation at People pillar, the survey result show otherwise.
Data Security:
The availability of regulation was one of the strongest which also reflect on
the survey result.

D

Q

Data privacy and ethics
The availability of regulation was the lowest; however, the survey shows
that participants are aware of the element. This means that people see the
important of data governance in this area but no regulations have been
made to address.

National data infrastructure

The strongest area that regulation cover, but people are not aware or it

might not be relevant to individual.

Link with digital identity

Identity seems to be new are of participants reflecting on the lowest result
in the survey; which also reflect in the availability of the regulation where
only policy and process pilar has document without institution and people.
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Regulation vs. Participation

National data
infrastructure

Elements—>
Pillars,

Data standards &|Data sharing,
classification interoperability,
and open
Government
data

Data security Data privacy

(and ethics)

Link with digital
identity

Policy: existing
policy and
regulatory
framework
Institutions:
existing
institutional
framework
People: existing
data ecosystem
and mapping of
stakeholders

Processes:
existing data

processes

Data Standardization and
Classification

Element
Pillars

Data Sharing and
Interoperability
(including open data)

Data Security

Data Privacy and Ethics |Data Infrastructure Linking Data with Digital

Identity

Institution

Process




Gap Summary

« The macro level (core-regulatory and top management level) are well
aware of the data governance; however, there seems to be a missing link
at the other level as such local government and the lower line of command

« There is a huge gap at the Data privacy element in terms of importance
and the available regulations

« There is reasonable gap Data Standards and Classification, Data sharing,
Interoperability and open Government data, National data infrastructure
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Conclusion

Challenges Recommendation

The macro level (core-regulatory and top management® Capacity building, engage both private and public

level) are well aware of the data governance; however, sector using multi-stakeholder approach and whole-

there seems to be a missing link at the other level as of-government whole-of-society approach

such local government and the lower line of command * There should be the working group for government
and private to exchange knowledge

There is a huge gap at the Data privacy element in * Core-Regulator cluster can use silo approach within
terms of importance and the available regulations its organization to ensure availability of the
regulations

* Make available of regulation regarding institution,
people and processes as soon as possible

There is reasonable gap Data Standards and * There are some decree of work which has already
Classification, Data sharing, Interoperability and open been done; this will be a long process and require
Government data, National data infrastructure whole-of-society approach
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Guiding questions

* For the specific focus area, what are the key strengths and weaknesses in the
existing national data governance?

 For the specific focus area, what are the opportunities and threats in building
national data governance?

« In relation to the specific focus area, which concerns might be considered in
planning and implementing the national data policy and strategy?

« How do we co-create a coordinated multi-stakeholder approach in national data
gove[[ng)nce, including the effective participation of the private sector and civil
society

« Which approach should we follow: a whole-of-government whole-of-society
approach visa-a-vise a silo approach (e.g. achieving quick wins) in national’data
governance?
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